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the 10th position, and no intelligence 
about the health care provider in the 
number. 

(b) Required and permitted uses for the 
NPI. (1) The NPI must be used as stated 
in § 162.410, § 162.412, and § 162.414. 

(2) The NPI may be used for any 
other lawful purpose. 

§ 162.408 National Provider System. 

National Provider System. The Na-
tional Provider System (NPS) shall do 
the following: 

(a) Assign a single, unique NPI to a 
health care provider, provided that— 

(1) The NPS may assign an NPI to a 
subpart of a health care provider in ac-
cordance with paragraph (g); and 

(2) The Secretary has sufficient infor-
mation to permit the assignment to be 
made. 

(b) Collect and maintain information 
about each health care provider that 
has been assigned an NPI and perform 
tasks necessary to update that infor-
mation. 

(c) If appropriate, deactivate an NPI 
upon receipt of appropriate informa-
tion concerning the dissolution of the 
health care provider that is an organi-
zation, the death of the health care 
provider who is an individual, or other 
circumstances justifying deactivation. 

(d) If appropriate, reactivate a de-
activated NPI upon receipt of appro-
priate information. 

(e) Not assign a deactivated NPI to 
any other health care provider. 

(f) Disseminate NPS information 
upon approved requests. 

(g) Assign an NPI to a subpart of a 
health care provider on request if the 
identifying data for the subpart are 
unique. 

§ 162.410 Implementation specifica-
tions: Health care providers. 

(a) A covered entity that is a covered 
health care provider must: 

(1) Obtain, by application if nec-
essary, an NPI from the National Pro-
vider System (NPS) for itself or for any 
subpart of the covered entity that 
would be a covered health care provider 
if it were a separate legal entity. A 
covered entity may obtain an NPI for 
any other subpart that qualifies for the 
assignment of an NPI. 

(2) Use the NPI it obtained from the 
NPS to identify itself on all standard 
transactions that it conducts where its 
health care provider identifier is re-
quired. 

(3) Disclose its NPI, when requested, 
to any entity that needs the NPI to 
identify that covered health care pro-
vider in a standard transaction. 

(4) Communicate to the NPS any 
changes in its required data elements 
in the NPS within 30 days of the 
change. 

(5) If it uses one or more business as-
sociates to conduct standard trans-
actions on its behalf, require its busi-
ness associate(s) to use its NPI and 
other NPIs appropriately as required 
by the transactions that the business 
associate(s) conducts on its behalf. 

(6) If it has been assigned NPIs for 
one or more subparts, comply with the 
requirements of paragraphs (a)(2) 
through (a)(5) of this section with re-
spect to each of those NPIs. 

(b) A health care provider that is not 
a covered entity may obtain, by appli-
cation if necessary, an NPI from the 
NPS. 

§ 162.412 Implementation specifica-
tions: Health plans. 

(a) A health plan must use the NPI of 
any health care provider (or subpart(s), 
if applicable) that has been assigned an 
NPI to identify that health care pro-
vider on all standard transactions 
where that health care provider’s iden-
tifier is required. 

(b) A health plan may not require a 
health care provider that has been as-
signed an NPI to obtain an additional 
NPI. 

§ 162.414 Implementation specifica-
tions: Health care clearinghouses. 

A health care clearinghouse must use 
the NPI of any health care provider (or 
subpart(s), if applicable) that has been 
assigned an NPI to identify that health 
care provider on all standard trans-
actions where that health care pro-
vider’s identifier is required. 

Subpart E [Reserved] 
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